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1. SUMMARY 

1.1 Introduction 

Following the August 14, 2003, blackout that affected the northeastern and midwestern United 
States, the Kentucky Public Service Commission (Commission) became concerned with the 
vulnerability of the transmission grid serving the Commonwealth of Kentucky to a similar 
cascading type of event. A utility task force was formed to advise and assist the Commission 
with evaluation of the state of the transmission grid. In addition, the Commission sought an 
independent analysis of the vulnerability of the Kentucky transmission system to a cascading 
event originating in or near Kentucky and resulting in a widespread electric power grid failure. 
This report is a result of this process. 

The scope of this study is limited to an engineering assessment of the present design of the 
Kentucky transmission grid as is typically performed using power flow analysis. Except 
indirectly, as outlined below, the study does not include an evaluation of operating practices, the 
readiness and/or status of equipment in the utilities’ operating centers, the current state or 
maintenance of transmission line and substation equipment, or the maintenance of rights-of-way. 
The Task Force reports on the August 14, 2003, blackout identify failures and limitations in 
operations and maintenance as contributing factors to the collapse. However, this analysis may 
be useful to the utilities for identifying and prioritizing facilities to be addressed by operations 
and maintenance personnel. 

Although the electric transmission system is complex and continuously evolving, consistent with 
standard system planning practice, the system conditions analyzed in this study were for summer 
2004. As such, the study results documented in this report do not reflect any system upgrades 
that are scheduled for implementation after the summer of 2004. At the same time, load growth, 
generation retirements, and other system changes that were not known at the time the case was 
constructed are not included. However, unless specifically demonstrated otherwise, the general 
study conclusions will be valid. 

1.2 Background 

This study uses traditional methods to evaluate the vulnerability of the Kentucky electric 
transmission system to cascading outages. The North American Electric Reliability Council 
(NERC), East Central Area Reliability Council (ECAR), Southeastern Electric Reliability 
Council (SERC), and utilities have established criteria that define transmission system reliability. 
If a system meets these criteria, it is assumed to be reliable. If it does not, then it is presumed to 
be potentially vulnerable. The traditional approach was adopted by the Task Force that studied 
the blackout of August 14,2003.’ 

As is the case with any report that addresses a technical subject and that also endeavors to reach 
conclusions that are accessible to non-technical persons we face a dilemma between simplifying 

’ U.S.-Canada Power System Outage Task Force, Final Report on the August 14, 2003 Blackout in the United States 
and Canada: Causes and Recommendations, April 2004, page 41, outlines a model-based analysis of the Eastern 
Interconnection at 3:05 EDT. 
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and generalizing explanations that may obscure important technical details and providing so 
much technical detail that our report becomes useless to the broader audience. We are fortunate 
in this case that the Task Force that studied the August 14, 2003, blackout has produced a fine 
overview of the North American Electric Power System in Chapter 2 of its report. Rather than 
attempt to repeat this overview here we simply recommend that the non-expert read these eleven 
pages. For convenience we have included this chapter as Appendix A. The full report can be 
downloaded at: 

For the purpose of understanding our central conclusion, it is useful to define some of the terms 
used. We can start with a definition of the extent of the Kentucky transmission system. The 
following utilities own or operate electric transmission in Kentucky: American Electric Power 
(AEP), Big Rivers Electric Company (BREC), Cinergy (CIN), East Kentucky Power 
Cooperative (EKPC), LG&E Energy (LGEE), and Tennessee Valley Authority (TVA). In 
general, when we talk about transmission lines we are examining lines with voltages above 35 
kilovolts (kV). In this study we focused on facilities (lines, transformers, substations, and buses) 
with voltages of more than 100 kV. We also examined portions of the system that are electrically 
close2 to Kentucky. 

Another key concept is the idea of a contingency. A contingency is simply an unplanned event 
occurring on the transmission system that causes the loss of a facility or facilities. These events 
may be initiated by any number of causes. For example, an animal might get into the equipment, 
there might be a lighting strike, an operator might make a mistake, etc. The industry classifies 
these contingencies into categories and specifies expected system response for each category. 
These categories are described in more detail in the methodology section of this report. 

Our study also relies heavily on a base case which is a mathematical model of the transmission 
system that the utilities expect at a particular instance. The mathematical model is known as a 
power flow (or sometimes load flow). By modeling the contingencies we think might occur we 
can predict the performance of the system for these events. 

System protection refers to relays, fuses and other devices that protect individual facilities from 
damage. The basic idea is that the protective device will operate a switch, which is usually a 
circuit breaker, to remove the facility from service before it is damaged or before it can cause 
damage. These are similar in function to the fuses and circuit breakers in your home that 
interrupt a circuit before the wire is damaged or before it can cause damage such as a fire. 

Operating procedures are actions that transmission operators can take if they feel that an 
unplanned event will result in a problem. In general these prescribe actions that can be taken if 
system conditions warrant preventive action. 

We use the term scenario to describe a sequence of events that might be initiated by a 
contingency that causes criteria exceptions such as overloads and low voltages. The steps in the 
sequence are determined by the loading and voltages of the facilities following the preceding 

For a more technical description of electrically close, see the Study Methodology section below. 
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steps in the simulation. If the sequence of events stops before “too much” load is lost (or before 
other specific conditions occur) we conclude that the scenario does not represent a threat of 
widespread outages. If we can’t, then we presume that there is a threat of widespread outages 
based on the initiating contingency and the scenario. It is worth noting here that proving that the 
system is not vulnerable to widespread outages presents the logically questionable endeavor of 
attempting to prove a negative. We attempt to avoid this trap by adopting study criteria based on 
industry criteria and attempting to show that all the contingencies fall inside or outside these 
criteria. 

1.3 Central Conclusion 

Our study shows that the potential for widespread electric power grid failure from events 
originating in or near Kentucky cannot reasonably be precluded. This conclusion is highly 
technical in nature, relies on certain assumptions, and is based on the number of events 
(contingencies) we identified where we cannot reasonably dismiss the possibility of widespread 
outages. While we must conclude that we cannot reasonably exclude the potential for widespread 
electric power grid failure based on the results of this broad study, it may be that detailed review 
by the utilities or others will show that the possibility can be precluded. It would not be unusual 
to expect that detailed studies by the utilities that have more intimate knowledge of their systems, 
along with more detailed models, would result in the elimination of many, if not all, of the base 
case scenarios. Alternately, if scenarios cannot be eliminated, then mitigation measures such as 
changes to system protection, system operating procedures, or new facilities would be 
investigated. If adopted, these changes might eliminate the reasonable possibility of widespread 
outages. It is important to note that there is nothing in this study that suggests that the possibility 
of widespread outages is any different now than it has been historically. For perspective, it is 
worth noting that we studied over one million initiating events, directly simulated nearly 
100,000, and have concluded that all but fewer than 1,200 can be precluded from causing 
widespread outages. Of these 1,200 scenarios, fewer than 150 are normal or “base case” 
scenarios. The remaining scenarios are under conditions such as high transfers or import 
scenarios that were considered extreme grid operation ~cenarios.~ Although it would take similar 
studies in other regions to demonstrate conclusively, we have no evidence that the possibility of 
widespread outages is any worse in Kentucky than anywhere else in the Eastern Interconnection. 
To the contrary, because Kentucky has generating sources that meet or exceed the load in 
Kentucky, it is reasonable to surmise that Kentucky is less vulnerable to widespread outages. The 
US - Canada Power System Outage Task Force observed that one reason why some areas did not 
blackout on August 14,2003, were that they had sufficient generation to meet load.4 

2. STUDY METHODOLOGY 

With the exception of TVA, the Kentucky utilities are members of the East Central Area 
Reliability Council (ECAR). The utilities’ planning staffs adhere to and follow the procedures 
and methods established by ECAR, the Southeastern Electric Reliability Council (SERC), and 

~ ~~~ 

There was considerable discussion of the probability of these scenarios. If these scenarios occur frequently, the 

US.-Canada Power System Outage Task Force, Interim Report: Causes of the August 14th Blackout in the United 
exposure to widespread grid failure is higher than if they do not. 

States and Canada, November 2003, discussion on page 50 relating to Phase 7 of the blackout. 
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the North American Electric Reliability Council (NERC). These procedures are designed 
specifically to address widespread blackout and cascading situations. Following the August 14, 
2003, blackout, numerous recommendations were made by the Study Task Force to strengthen 
and enforce these requirements. The industry is considering these recommendations and adopting 
some. 

2.1 Direct Analysis 

This study uses traditional methods to evaluate the vulnerability of the Kentucky electric 
transmission system to cascading outages. NERC, ECAR, SERC, and the utilities have 
established criteria that define transmission system reliability. If a system meets these criteria, it 
is assumed to be reliable. If it does not, then it is presumed to be potentially vulnerable. 

The traditional approach was adopted by the Task Force that studied the blackout of August 14, 
2003.’ As we discuss below, loss of load is allowed for all but Category A and B NERC 
contingencies.6 However, the criteria clearly state that only planned/controlled7 loss of load or 
power transfers is allowed for Category C violations. If unintended subsequent transmission 
facility outages result from Category C contingencies, the presumption is that a cascading’ 
failure cannot be excluded. Although we expend considerable effort analyzing violations of these 
planning and operating criteria exceptions or “violations” to identify “solutions,” the 
presumption is that there is potential vulnerability whenever there is a criterion violation. 

We do not mean to imply that each “solution” we create is an operating procedure or plan that 
might actually be implemented. We only intend to take our analysis far enough to be able to 
make a judgment on the potential for violations to cause unintended outages of additional 
transmission facilities. 

On the other hand, even if we identify a “solution,” this does not necessarily imply that there 
should be an automatic action or written procedure to address it. As long as we are convinced 

U.S.-Canada Power System Outage Task Force, Final Report on the August 14, 2003 Blackout in the United States 
and Canada: Causes and Recommendations, April 2004, page 41, outlines a model-based analysis of the Eastern 
Interconnection at 3:05 EDT. 

NERC Compliance Templates, Table 1 footnote b) allows Category B contingencies to result in “Planned or 
controlled interruption of electric supply to radial customers or some local network customers, connected to or 
supplied by the faulted element or by the affected area, may occur in certain areas without impacting the overall 
security of the interconnected transmission systems. To prepare for the next contingency, system adjustments are 
permitted, including curtailments of contracted firm (non-recallable reserved) electric power transfers.” A large 
portion of the effort associated with this report was directed to identifying such conditions so that only conditions 
that impact the widespread security of the system were considered when reaching our conclusions. ’ NERC Compliance Templates, Table 1 footnote d) defines “plannedcontrolled” as follows: “Depending on system 
design and expected system impacts, the controlled interruption of electric supply to customers (load shedding), the 
planned removal from service of certain generators, and/or the curtailment of contracted f m  (non-recallable 
reserved) electric power transfers may be necessary to maintain the overall security of the interconnected 
transmission systems.” 

NERC Compliance Templates, Table 1 footnote c) defines “cascading outages” as follows: “Cascading is the 
uncontrolled successive loss of system elements triggered by an incident at any location. Cascading results in 
widespread service interruption which cannot be restrained from sequentially spreading beyond an area 
predetermined by appropriate studies.” 

6 

8 
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that an operator can recognize and deal with a problem, we will conclude that the situation does 
not represent a potential cascading situation. 

We do not believe that the requirement for “planned/controlled” means it is necessary that a 
written procedure or automatic action exist for each violation. However, there are some 
minimum indications that there is no “planned/controlled” response: 

A. If the operating utility does not have a priori knowledge that the violation for a Category 
C contingency exists. 

B. If there are widespread overloads, low voltages, or voltage change violations to the point 
that we believe the operator would be overwhelmed in the time frame that a response 
would be necessary. 

C. If the loss of load or generation is widespread such that we cannot exclude the likelihood 
of a cycle of load drops and generation overspeed trips. 

In any case, our engineering judgment was required to make an assessment of the vulnerability 
of the system to unplanned and uncontrolled widespread outages. Our focus was to identify 
conditions where we could not eliminate vulnerability to widespread outages. Further analysis by 
the utilities may conclude that these events do not lead to widespread outages. 

If the violations to the criteria don’t meet minimum thresholds, we might conclude that cascading 
is unlikely. For example, if the violations are restricted to the low-voltage system, or if an 
overload is small (e.g., below five or ten percent) then we will conclude that the likelihood of 
cascading is low. While each violation needs to be addressed, in many cases the exceptions to the 
criteria may be addressed en masse, usingjudgment and the rules outlined above. 

1 
8 
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2.2 Indirect Analysis 

Evaluation of the intangible practices that make utilities subject to cascading outages is difficult, 
although after the occurrence of an event that causes significant cascading outages the 
identifiable cause is often painfully obvious. For example, given First Energy’s problems with 
trees in the rights-of-way reducing the effective capability of its lines, it is improbable that many 
prudent transmission utilities will overlook a review of their tree trimming practices. 

An audit of all the items that might be causative factors in a future blackout incident could be 
mind-numbing, expensive, and potentially ineffective. Walking all the transmission rights-of- 
way to find “vegetation management” issues, recalculating all transmission facility ratings, or 
examining every protective device for poor “Zone 3” settings would surely be expensive, and it 
might not effectively identify hture vulnerabilities. However, the methodology used in this 
study, along with the cooperation of the utilities involved, provided a good means of indirectly 
assessing wide areas of concern. If our study identified an area of concern, directed focus on that 
area can quickly determine if the problem is largely managed or not. Commonwealth Associates, 
Inc. (CAI) was able to provide interim study results to the utility planning engineers for their 

Commonwealth Associates, Inc 



review and input during the study process. These responses provided the basis for some of the 
indirect assessment of the vulnerability of Kentucky’s grid that is described with the conclusions. 

2.3 Selection of the Criteria 

In the project kick-off meeting with the utilities, the key focus of the power flow analysis was to 
test for NERC Category C compliance. NERC defines Category C as events resulting in the loss 
of two or more facilities (multiple contingencies). For Category C events the system is to 
operate within applicable ratings (emergency ratings of equipment and low-voltage conditions) 
and all generators are to maintain stable operation. However, for Category C events, loss of load 
(interruption of customer loads) and interruption of power transfers are permitted, provided that 
it is in a planned and controlzed manner. There are no criteria that permit uncontrolled cascading 
outages. Appendix B is the NERC Planning Compliance document. 

2.3.1 NERC Category B 

To test Category C contingencies (multiple elements), it is first necessary to do a 
Category B, or ‘single’ contingency evaluation. NERC defines Category B as an event 
resulting in the loss of a single facility. As a matter of reference, NERC defines Category 
A as the system with all facilities in service. NERC requirements, and typical utility 
practice, are to design the transmission system to maintain continuity of service to all 
customer loads within the applicable ratings and voltages for Category A (normal system) 
and B events. 

In general, NERC Category B violations occur whenever loss of a single transmission 
facility (generator, transmission line, transformer, etc.) causes other facilities to overload 
or violate voltage or stability limits. By utility planning standards, single contingencies 
should not cause overloads, voltage violations, loss of customer load (with the limited 
exception of “radial customers or some local network customers, connected to or 
supplied by the faulted element”), or interruption of scheduled firm power transactions. 
Nor should they cause unplanned or uncontrolled outages or widespread outages. If a 
system meets these criteria, it is assumed to be reliable. If it does not, then it is presumed 
to be vulnerable. This does not necessarily imply that any violation will result in loss of 
customer load or cascading, but it would identify a vulnerability that needs to be 
addressed. 

Many times, these violations occur on lower-voltage transmission lines, and the utility 
may have an operating procedure to mitigate the violation. The operating procedure may 
include opening the overloaded line, changing generation dispatch, or taking other 
control action. 

Before the system can be evaluated for the more severe Category C contingencies, each 
of the problems identified in the single contingency study must be addressed. For 
example, if the utility provides an operating solution to a single contingency overload, 
this operating solution must be modeled every time this contingency is part of a Category 
C contingency. 
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Our study methodology was to first run all the single contingencies and present any 
violations to the appropriate utility for comment. The utility response to these violations 
typically included one or more of the following comments: 

0 provided an operating solution. 

e provided corrections or updates to line ratings included in the system model. 

0 recognized the problem as one that has previously been identified and with a 
future planned upgrade to mitigate. 

0 no solution provided. 

2.3.2 NERC Category C 

NERC defines Category C as events resulting in the loss of two or more facilities 
(multiple contingencies). Category C events represent the next level of probability and 
severity, generally speaking, for contingency conditions. 

One good example of a Category C contingency is the loss of a transmission facility 
while a generator is out of service (or offline for any number of reasons, such as being 
uneconomic at certain times). Other examples are the simultaneous loss of two circuits 
that share a common towerline due to a severe weather event, a single fault on a bus 
section resulting in two facilities being outaged, or a single fault followed by a breaker 
failure condition resulting in multiple facilities being outaged. All of these types of 
multiple-facility outage events tend to be more probable than would be predicted if the 
single facility outages were taken as independent probabilities, since they are all initiated 
by a single event. 

In particular, for evaluating Category C contingencies, we consider common tower 
contingencies more probable than other simultaneous outages. The failure of a 
transmission tower that supports two transmission circuits can be considered a single 
initiating event that results in the simultaneous outage of two transmission elements. The 
common tower outage is not considered a Category B (single contingency) event; 
however, this type of contingency is recognized in the ECAR guidelines and requires 
utilities to assess their vulnerability to cascading to this event. Therefore, this is one of 
the first Category C contingencies that we addressed in this study. 

2.3.3 Evaluating Category C Violations for Cascading 

The system is to operate within applicable ratings (emergency ratings of equipment and 
low-voltage conditions) and the system is to maintain stable operation for all levels of 
events. However, for Category C events, loss of load (interruption of customer loads) 
and interruption of power transfers are permitted, provided that it is in u planned and 
controlled manner. 
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2.4 Base and Sensitivity Scenarios 

The ECAR 2004 summer peak load power flow model was reviewed, updated, and provided by 
the Kentucky utilities to serve as the basis of this assessment. The base case is a prediction of the 
expected operation of the grid in 2004 and is based on an extensive planning process that looks 
at many variables, including, but certainly not limited to, historical system operation, individual 
utility planning studies, contracts, etc. In an effort to identify the operating edges of the system 
that may exist beyond the expected base case operating conditions, the study group decided that 
three additional extreme grid operation scenarios should be modeled. These scenarios include: 

A. 
B. 
C. 

6,000 MW transfer from north of Kentucky to south of Kentucky 
1,400 MW import into Kentucky 
6,000 MW transfer from south of Kentucky to north of Kentucky 

Rather than attempt to anticipate which specific generators would participate in any such 
transactions, we chose to transfer power to and from broad regions north and south of Kentucky. 
The ‘north’ and ‘south’ regions were chosen such that they included sufficient resources to 
source or sink the transaction without creating any unrealistic impacts. Using these broad 
regions, generation was proportionally reduced in the receiving region and made available by 
proportionally reducing load in the sending region. This methodology is consistent with the fact 
that different areas tend to see peak loads at different times for a number of reasons and that 
excess generation is often available as a result of these ‘non-coincident’ peaks. Results obtained 
in this manner highlight the affects of transfers on Kentucky, without a bias toward a particular 
system condition that may or may not exist in the future. 

, 

2.4.1 Defining the North and South Regions 

The ‘north’ region included Michigan, Indiana, Ohio, Northern Illinois, and the portions 
of AEP not in Kentucky,’ for a total of 107,030 MW of load and 108,851 MW of 
generation. 

The ‘south’ included Tennessee, the Carolinas, Alabama, Georgia, and portions of 
Mississippi,” for a total of 1 18,460 MW of load and 122,086 MW of generation. 

2.4.2 North -to-Sou th Trans fer  Scenario 

We found that the north-to-south transfer caused several facilities to load to 100 percent 
of their normal ratings, and two facilities were loaded beyond their emergency ratings. 

The control areas in the ‘north’ were 202 (First Energy), 205 (AEP, except zone 254), 207 (Hoosier Energy), 208 
(Cinergy), 209 (Dayton Power and Light), 210 (Vectren), 216 (Indianapolis Power and Light), 217 (Northern 
Indiana Public Service, 2 18 (Michigan Electric Transmission Company), 2 19 (International Transmission 
Company), and 363 (Northern Illinois). 
l o  The control areas in the ‘south’ were 140 (Carolina Power and Light East), 141 (Carolina Power and Light West), 
142 (Duke), 143 (South Carolina Electric and Gas), 144 (South Carolina Public Service), 146 (Southern Company 
System), and 147 (Tennessee Valley Authority). 

9 
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We did not attempt to 'correct' the loading on the facilities that did not experience 
emergency overloads. 

2.4.3 South -to-North Transfer Scenario 

The south-to-north transfer scenario was constructed by proportionally reducing loads 
south of Kentucky by 6,000 MW, and generation north of Kentucky by 6,000 MW." 

2.4.4 Low Kentucky Generation Scenario 

The low Kentucky generation scenario was constructed by proportionally reducing loads 
north of Kentucky by 1,400 MW and generation within Kentucky by 1,400 MW. 

2.5 Construction of the Contingencies 

2.5.1 Category B Contingencies 

A preliminary list of 1,922 contingencies was generated that included all branches (lines, 
transformers, switches) within the monitored set. The preliminary list was then refined by 
grouping together branches that were deemed likely to represent one physical facility. For 
example, because of historical limitations in power system simulators, three-winding 
transformers have typically been modeled as three two-winding transformers with 
equivalent electrical parameters. We also attempted to build line contingencies that were 
'breaker-to-breaker.' For example, the individual sections of multi-terminal lines (taps) 
were, where readily identifiable, grouped together to form one contingency. Real multi- 
terminal lines generally have circuit breakers only at the substations where the lines 
terminate, not at the tap point. The result is that a fault on any one section of the multi- 
terminal line will cause all sections to go out together. 

The groups are defined as follows: 

a. 3-winding transformers 

Any bus such that: 

" The case also required one further modification to reduce generation on the case reference bus, Browns Ferry 
Nuclear (BFN). Transferring large amounts of power (in this case 6,000 MW) long distances results in real power 
losses that need to be generated somewhere. In the real world, generally speaking, the steady state losses associated 
with this 6,000 MW transfer would be shared by the generatorshtilities participating in the transfer. Ideally, these 
losses would be compensated on the receiving end of the transfer, since generating them at the sending end means 
that replacement power also has to travel long distances, leading to more losses. 

In a power flow simulation, system losses are replaced by the reference or by area slack buses. The south-to-north 
transfer induced approximately 250 MW of losses beyond the base case level, much of which is necessary since the 
transfer source and the replacement generation (at BFN) are both located on the same side of the transfer. This 
additional 250 MW causes BFN to over-generate. To maintain the 6,000 MW transfer, we compensated BFN by 
turning on various units in TVA that were not yet at maximum generation. 



b. 

C. 

d. 

e. 

I 
1 

e 

e 

e 

there are no bus devices connected (load, generator, shunt, switched shunt) 
to the bus 
the bus connects only to three transformers 
each transformer connects to a different bus. 

Multi-terminal line (taps) 

Any set of lines such that: 
e 

e 

0 

e 

the bus common to all the branches has no devices connected to it (load, 
generator, shunt, switched shunt) 
none of the branches is a transformer 
the other end of each branch section must connect to a different bus 
the bus name must imply that it is a tap point. For example, the bus name 
ends with a ‘J’ or a ‘T.’ 

Multi-section lines 

Any set of lines such that: 
e 

e 

e 

the intermediate buses common to adjacent sections have no devices 
connected to them (load, generator, shunt, switched shunt) 
each intermediate bus must be connected to two, and only two, other buses 
the outside ends of the end sections are not connected to the terminal of a 
transformer. Multi-section lines are grouped iteratively, grouping together 
two line sections at a time, until all of the sections of a multi-section line 
have been included. 

Generators 

Generators were handled as separate contingencies to avoid running them 
multiple times, once when the generator step-up transformer (GSU) was outaged 
and once as a bus outage. Replacement generation for generator contingencies 
was taken from north of Kentucky. 

Radial circuits 

Once the previous four steps were taken, radial circuits were identified. Radial 
circuits are circuits that connect to the grid in only one place. Said another way, 
there is no through-flow on a radial circuit. Such circuits may represent a circuit 
that feeds some load(s), a string of facilities that bring generation into the grid, or 
a combination of the two. 

Once the groupings were complete, we reduced the contingency list by turning off GSU’s, 
all contingencies below 138 kV (to include all transformer contingencies where at least 
one side is below 138 kV [two-circuit transformers] or two terminals are below 138 kV 
[three-circuit transformers]), and radials. The resulting list of single contingencies 

1 
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included 1,797 contingencies, of which 1,029 were turned off for the reasons stated 
above. 

2.5.2 Category C Contingencies 

a. Common Tower Contingencies 

Lines are considered to be on a common tower if they share a common tower for 
at least five miles. Using data provided by the utilities, including common tower 
contingency lists and switching diagrams, 87 common tower contingencies were 
constructed.'* 

b. Double Contingencies 

Combining all 768 single and common tower contingencies that were used in the 
study would result in 294,528 possible double contingencies. This number of 
contingencies is impractical to analyze with existing tools. As a result, we created 
a set of double contingencies designed to include only combinations that were 
likely to be significant. Significant pairs were created by analyzing the effects of 
every individual contingency on the system and combining any contingencies that 
impacted one or more common facilities. We defined an impacted facility as: 

1. 
2. 

any bus where the voltage changed by at least 3 percent, or 
any branch (line, transformer) where the flow changed by at least 5 
percent from the base case flow. 

Using these methods, we generated approximately 29,500 double contingencies. 

We evaluated the double contingencies using the following criteria: 

0 Voltage change violation criterion of 0.1 pu (1 0 percent) 

0 Thermal overload violation criterion of 105 percent of the emergency rating (rate 
2 in the power flow model) using the assumption that minor overloads are not 
likely to trip and lead to cascading. 

C. Bus Faults and Breaker Failure 

A bus fault and breaker failure analysis was performed for all the buses in and 
surrounding Kentucky. A bus section fault, or bus fault, occurs whenever a bus is 
tripped for any reason. An example of a bus fault might be an accidental close 
before grounding equipment was removed following maintenance. (Several years 
ago a similar event occurred at the San Mateo substation near San Francisco, 
causing a blackout in the city of San Francisco and neighboring areas.) A bus 
fault is a NERC Category C event. It should cause only planned outages and 

l2 Because they were provided late, TVA Common Tower contingencies were not included. 
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should not cause cascading. However, since it is caused by a single event (Le,, a 
fault on a bus section), its probability is relatively higher than unrelated double 
contingencies. 

“Breaker failure” occurs whenever a breaker that should open and clear a fault 
does not. When this occurs, surrounding breakers open to clear or isolate the 
problem. While this effectively isolates the problem, it leads to loss of additional 
equipment. 

We began our study by faulting all the buses in Kentucky (and some surrounding 
buses) with a base voltage of 138 kV or higher. For any bus where there was no 
violation, no further analysis was necessary. Because the power flow model does 
not usually include a detailed breaker model, an analysis of each bus where a 
violation occurred was performed to identify proper breaker failure and bus 
section contingencies. There were two exceptions to this rule: 

e If the bus was included in the power flow model to meet modeling 
requirements it was not analyzed further because the bus in the model does 
not map to a real bus in the field. 

e If the bus fault caused one or two lines or transformers to be removed it 
was not analyzed further because this contingency will already be included 
in our double contingency analysis. 

When there were multiple bus sections, a proper contingency was created and an analysis 
of the switching was performed. If a breaker failure condition was more significant than 
the underlying bus section fault, a contingency for the breaker failure condition was 
created. 

Forty-five bus section faults cause violations and 23 additional breaker failure 
contingencies cause violations. 

Contingency Evaluation 

The power flow study was conducted using CAI’s TRANSMISSION 2000@ Power Flow 
(PFLOW) program and its associated Contingency Processor (CP). CP is an automated 
tool that controls the power flow contingency calculation and summarizes the results. 

Area Monitored 

We monitored all facilities in Kentucky for thermal and voltage change violations. Additionally, 
since Kentucky’s transmission system is integrally tied to and affected by its neighbors, we also 
monitored portions of the region surrounding Kentucky. However, expanding a ‘ring’ around 
Kentucky very quickly adds numerous facilities to monitor and evaluate. 

I 
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To illustrate, the set of facilities that make up Kentucky has approximately 1200 buses, 1600 
branches, and roughly 130 ties’3 to neighboring utilities at various voltage levels. On average, 
the grid tends to have roughly one-and-one-third branches (lines, transformers, switches) for 
every bus in the system. The ratio in Kentucky is 1.3 (1600/1200). This means that a ring that 
includes all buses within one branch of Kentucky would add about 130 buses to the Kentucky 
set, one for each tie line. The next level out, all facilities within two branches, would add another 
170 buses. By the time you get to five branches away, you’ve essentially doubled the number of 
buses and branches that are being monitored. Obviously, to keep the study focused and 
manageable, the number of neighboring facilities had to be limited in some reasonable way. We 
chose to monitor a region that included all facilities within two buses of Kentucky below 345 
kV, and all facilities within five buses of Kentucky’s system at 345 kV and above. 

Facilities below 100 kV were included in the monitored set primarily for the purpose of 
evaluating the severity of double contingencies. For example, a 161 kV outage that causes low 
voltages on one hundred 69 kV buses is considered more severe than one that causes low 
voltages on two 69 kV buses. We did not, however, include these lower-voltage facilities in the 
study contingency list or attempt to extensively analyze contingencies when results impacted 
only the lower-voltage system (other than to count them). 

3. BASE CASE ANALYSIS 

3.1 Category B Contingency Results 

Violations that occurred under single contingency analysis had to be resolved prior to continuing 
with an analysis of Category C contingencies because they were guaranteed to recur in any 
combination and would mask the true impact of the combination of single contingencies. The 
results of the single contingency run are provided in Appendix B. Elimination of the violations 
on the 27 branch elements was achieved by using an operating procedure or rating ~ h a n g e . ’ ~  We 
classified these contingencies into three categories: those that had solution problems in the power 
flow program (cases where the solution interrupted or diverged), those primarily with thermal 
violations, and those primarily with voltage violations. 

3.2 Category C Contingency Results 

3.2.1 Common Tower Contingencies 

Seven common-tower contingencies resulted in violations. 

l3  ‘Ties’ or ‘tie lines’ can refer to any facility connecting two neighboring utilities. Common tie line facilities 
include transmission lines, transformers, and bus ties within substations. 
l4 For thermal violations less than 105 percent of the emergency rating, we simply increased the rating of the facility 
to eliminate the overload. This is valid since we define a significant (thermal) impact in the double contingency 
analysis as one that causes a violation of more than 105 percent. As a result, the single contingency violation is 
suppressed while still allowing any significant thermal violations to appear in the double contingency analysis. 
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3.2.2 Double Con tingen des 

Of the 29,500 double contingencies initially created, 809 caused 2,300 various significant 
study criteria  violation(^).'^ Each of these simultaneous independent outages was solved 
with h l l  power flow controls to take into account that system adjustments are allowed 
between the two outages. Because NERC criteria do not allow for adjustment following 
the second independent outage, our results will tend to predict fewer subsequent criteria 
violations than might actually occur.16 

We have automated the process for analyzing criteria violations to assess the potential for 
cascading. This tool provides direction to engineers and analysts looking for procedures 
or for identifying load dropping to prevent violations. 

The Cascade Analysis tool runs an arbitrarily defined contingency and checks the results 
against the user-specified criteria to determine if the contingency is likely to lead to a 
subsequent facility loss. If a subsequent loss is indicated, the loss is simulated in addition 
to the contingency. The process repeats until the case solves without violations. 

The following study criteria were used to generate this report: 

Thermal Overload Criterion: 105% 
Low Voltage Criterion: 0.9 pu 
Voltage Change Criterion: 0.1 pu 

For contingencies that cause thermal overloads or low voltages, the next outage is 
determined by identifying the worst overload (as a percent of rating), or, if there are no 
thermal violations, by dropping load at the bus with the lowest actual voltage. Only one 
facility is added to the list of outages per iteration. This process is repeated until there are 
no further criteria violations. 

We used 105 percent of the emergency overload to determine when to trip a line. This is 
an assumption because, unlike the circuits in your home, transmission lines do not have 
protective devices that automatically trip them when they exceed their emergency ratings. 
Frequently lines will remain in service for some time with loading in excess of their 
ratings. ECAR utilities have frequently used a 130 percent trip level. We could not find 
any documentation or rationale for this level. We chose 105 percent for the following 
reasons: 

l 5  “Significant” contingencies were defined as any contingency causing a voltage less than 0.9 pu or an overload that 
exceeded 105% of any facility’s emergency rating. 
l 6  In our judgment this assumption is well within the study accuracy. Any addition criteria violations that might be 
found by solving the second contingency pair without full adjustments would not be justified in this study by the 
extra simulation it would require to make this change (this would double the number of simulations). NERC criteria 
allow for normal clearing following the second contingency. By definition “normal clearing is when the protection 
system operates as designed and the fault is cleared in the time normally expected with proper hnctioning of the 
installed protection systems.” Our interpretation is that normal clearing does not include automatic adjustments for 
transformer taps and area interchange. 
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0 The most compelling reason is that the rating should be accurate. If a rating is too 
high, then there is a risk of damage before the rating is reached. On the other hand 
if the rating is too low, the system is not fully ut i l i~ed. '~  

0 In actual practice on August 14,2003, key lines tripped at or below their ratings." 
Examples include Stuart to Atlanta 345 kV, Harding to Chamberlin 345 kV 
(44%), Hanna to Juniper 345 kV (88%), Starr to South Canton 345 kV (93%), and 
others. 

0 The rating increase that is possible based on more favorable weather conditions is 
limited to about 20 percent. For a standard condu~tor '~  at 100°C, doubling the 
presumed wind speed from 2 ft/sec to 4 Wsec, 4 Wsec to 8 Wsec, and then from 8 
ft/sec to 16 Wsec results in rating increases of 17, 22, and 22 percent respectively. 
These increases in maximum thermal rating values are consistent with our design 
experience, where we have found that the most one can expect from a rating 
upgrade is about 20 percent. This sets a maximum that should be considered for 
the overload criterion. 

0 Particularly when voltages become depressed, distance relays can sense high load 
currents as faults and trip at or below line thermal ratings. On August 14,2004, 14 
lines tripped for this reason.20 While not all tripped below emergency ratings, 
many did. 

Although we have not made an organized effort to verify our observation we note that a 
relatively low overload trip criteria seems to have a minimal impact on the results 
because most often (over 80 percent of the time) our cascade analysis shows that while a 
scenario may result in load loss, it does not spread and lead to widespread outages. 
Consequently choosing a high cut-off certainly would exclude some contingencies that 
should be considered, but a low cut-off does not create unrealistic scenarios. We chose 
105 percent instead of 100 percent because five percent is at the approximate limit of the 
engineering precision to which ratings can be calculated due to uncertainties in predicted 
wind speed, temperature, and other effects. 

Southwire Company Overhead Conductor Manual, First Edition, Southwire Company, One Southwire Drive, 
Carrollton, Georgia, 301 10, 770-832-4242, Copyright 1994, page 7.3 - "The maximum allowable phase current is a 
major component of the maximum allowable conductor temperature. The determination of the maximum allowable 
conductor temperature (i.e. rating) is extremely important. To err on the liberal side in making this determination 
may cause loss of conductor strength, physical damage to the hardware, increase of conductor sag, (decrease 
clearance) beyond acceptable limits, or excessive line loss. To err on the conservative side can cause unwarranted 
limitation of power transmission, resulting in great financial loss to the utility." 
la US.-Canada Power System Outage Task Force, Final Report on the August 14, 2003 Blackout in the United 
States and Canada: Causes and Recommendations, April 2004, Page 57-58 
'' Southwire Company Overhead Conductor Manual, First Edition, Southwire Company, One Southwire Drive, 
Carrollton, Georgia, 301 10, 770-832-4242, Copyright 1994, page 7.18, Table 7.5 
2o US.-Canada Power System Outage Task Force, Final Report on the August 14, 2003 Blackout in the United 
States and Canada: Causes and Recommendations, April 2004, Page 81 

17 
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For contingencies that cause the power flow to diverge, or if any step taken to relieve a 
violation as discussed above causes divergence, load is dropped at the bus with the lowest 
voltage and another attempt is made to solve the case. If the lowest voltage bus does not 
have load, then each bus connected to the low voltage bus is checked for load. The 
neighboring buses are prioritized according to the impedance that connects each of them 
to the lowest voltage bus. The lowest-impedance connection is checked first, the next 
highest impedance next, etc., until all neighboring buses have been checked. This process 
is repeated until the case solves, at which time the case is checked for criteria violations 
as described above, or until the tool cannot locate any neighboring buses with load. The 
tool checks for load out to four buses away, as necessary to locate a load. If no load is 
located within four buses of the lowest voltage bus, the analysis is stopped and a message 
is generated to indicate that this has occurred. 

Finally, if after completing the above process, a bus(es) was identified that experienced a 
large voltage drop despite there being no actual criteria violations, a message is generated 
indicating that the bus(es) might still be in danger of leading to further cascading due to 
voltage collapse. 

The next step in reducing the results was to identify the most critical contingencies in 
order to provide the Commission with a priority list of significant contingencies, ordered 
from most to least significant. Rather than simply rank the Category C results from worst 
to best - which would have just listed 809 double contingencies and their respective 
impacts - we focused on identifying the root causes of the violations we observed. 

To do this, each single contingency was examined to determine how many violation- 
causing double contingencies it participated in, noting the severity of each of those 
contingencies. A seventy index was developed by summing the total amount of load 
dropped by every combination of each contingency. For example, if contingency A 
combined with four other contingencies that caused violations, two of which led to the 
loss of 250 MW and two of which led to no load loss, the index for contingency A would 
be 250 + 250 + 0 + 0 = 500MW. 

3.2.3 Bus Faults and Breaker Failure 

Bus Faults and Breaker Failure contingencies that caused criteria exceptions were 
analyzed both with the cascade analysis tool and by hand. Of the combined total of 45 
bus faults and 23 breaker failure contingencies that caused exceptions, 54 met the criteria 
for significant (1 05 percent) overloads. Using the Cascade Analysis tool, we eliminated 
all but 12 as candidates for unplanned or uncontrolled cascading. 

3.2.4 Statistical Summary of the Results 

A detailed summary of all the results is given in Appendix C. The table below 
summarizes the important results for the Category C contingencies: 

Commonwealih Associates. Jnc. M:WROJ\KypscV67005\ReportKY~Summary( RevS).doc 16 
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Significant Contingencies 
Category C Study Causing 

Contingencies Criteria Significant 
Studied Exceptions Exceptions Case 

Potential 
Widespread 

Outage 
Scenarios 

Base 
Bus Fault (Base 

23,890 1,381 674 124 
380 112 37 10 

Breaker Failure (Base) 
Import 
South to North 

Significant results were identified for subsequent analysis by the Cascade Analysis tool. 
A contingency was deemed significant if it caused overloads greater than 105 percent on 
any facility or voltages less than 90 percent at any bus. Contingencies causing only 
voltage change violations (greater than 10 percent) were not checked for further potential 
for widespread outages. 

43 19 17 2 
23,533 1,891 836 158 
22.109 3.714 1.979 326 

3.3 Examples of Automated Cascade Analysis 

The procedure that we use to assess whether a contingency that causes criteria violations may 
result in unplanned or uncontrolled cascading outages can be demonstrated by example in all 
cases. Note that we do not claim that our tool is absolutely predictive. There is no existing 
technique consistent with available computing power that would allow anyone to make such a 
prediction.21 Instead, we concentrate on eliminating situations that we believe are unlikely to 
result in uncontrolled or unplanned outages. Some of these may result in significant 
consequential outages and loss of load, but we have concluded that there is no widespread 
electric power grid vulnerability associated with these events. 

On the other hand, there are situations where we project scenarios for potential unplanned or 
uncontrolled outages, and we conclude that there is grid vulnerability. While experienced power 
system engineers may have different opinions about specific elements of the scenarios that we 
generate, we do not conclude that grid vulnerability exists until ample evidence is produced that 
unplanned and uncontrolled outages are likely and will impact a significant portion of the power 
grid. We believe that, upon review, most would agree that grid vulnerability exists. 

We assume that the system works as it is designed. We assume that there are no trees limiting 
line capabilities to below ratings, that there are no protective device trips that cause outages 
below ratings, that automatic devices or operators identify low voltages and react properly, and 

For perspective on our efforts here see, “The Unruly Power Grid,” Peter Fairley, IEEE Spectrum, August 2004, 
Page 28. It states “Crash-testing a grid the way one crash-tests a new car is obviously not an option. And, the only 
alternative, simulation, is beyond the reach of current technology for a system as complex as the Eastern 
Interconnection-a system of thousands of generators and tens of thousands of power lines and transformers. Fully 
assessing just one contingency on the Eastern Interconnection means accounting for more than a billion constraints. 
Add nonlinear behavior of the sort Thorp models, and the differential equations become unsolvable. ‘You couldn’t 
get a computer big enough on this planet to go do that,’ says Apt. 

21 
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that there is time between events to successfully accomplish all the actions that need to be taken. 
Of course, a less well maintained or operated system would increase the probability that the 
contingencies modeled would actually occur, thus increasing the overall system vulnerability. 

Any power system engineer equipped with a power flow program can verify the analysis by 
repeating the steps. 

4. TRANSFER CASE ANALYSIS 

This section briefly describes the special characteristics and results for the transfer cases. These 
cases included a 1,400 MW import into Kentucky and 6,000 MW transfers across Kentucky in 
north-to-south and south-to-north directions. 

While the analysis for the base case relied heavily on individual review and judgment to 
determine the procedures to remedy violations, the transfer cases all relied on a more automated 
procedure using the Cascade Analysis tool. We also switched to solving the power flow with full 
controls for switched shunts, rather than fixing them to their maximum as we had in the base 
case. 

Whenever the contingency caused violations that were less than the 105 percent overload 
threshold for considering them to be significant, we simply increased the rating to account for the 
overload. Note that this was only done for each particular contingency. For all others the rating 
remained as specified in the case. If a Category C contingency did not cause overloads that 
exceeded 105 percent, we did not perform an automated cascade analysis. 

5. CONCLUSIONS 

5.1 Conclusion 1 - System Vulnerability to Category B Contingencies 

Based on the results herein, Kentucky’s electric transmission grid has Category B (single 
contingency) study criteria exceptions. Our study found 74 instances of exceptions to the criteria 
in the base case, 60 instances in the import case, 163 instances in the south-to-north transfer case, 
and 448 instances in the north-to-south transfer case. 

While the analysis did not show any Category B contingencies that we considered likely to cause 
cascading for the base and import cases, there were four cases from which we could not exclude 
cascading for Category B contingencies in the south-to-north transfer bias case and five in the 
north-to-south transfer bias case. Consequently, we conclude that there is a heightened 
vulnerability when the system is transferring power across Kentucky. 

Based on the number of study criteria exceptions for Category B contingencies and the response 
of the utilities to inquiries about these exceptions, we conclude that utilities do not have all 
Category B violations totally within their planning/operating criteria. In other words, even in the 
base case, there are criteria exceptions that should be dealt with affirmatively, but we don’t 
always find clear evidence that this is the case, particularly when the transfer cases are 
considered. While we are convinced that the utilities have looked at these criteria exceptions, we 
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are not convinced that the knowledge of a criteria exception has resulted in an action to address 
it. For example, updating of power flow models, development of operating procedures and 
contingency lists, plans for facility rating upgrades, and plans for capital improvements should 
exist whenever there is a criteria exception. Especially with the Category B exceptions, we 
caution that it is easy to make more of this conclusion than is intended: it may be fairly easy to 
demonstrate that affirmative action has been taken, but the scope of this study was insufficient to 
identify the actions. 

5.2 Conclusion 2 - System Vulnerability to Category C Contingencies 

The study found that the Kentucky Grid is vulnerable to unplanned and uncontrolled outages as a 
result of Category C (multiple contingencies) when operating in either the normal or an import 
configuration. The raw results include: 

0 674 pairs of facility outages that cause significant22 study criteria exceptions in the base 
case. There are 124 of these contingencies where we could not reasonably eliminate the 
possibility of widespread unplanned or uncontrolled outages. 

0 836 pairs of facility outages that cause significant study criteria exceptions in the import 
case. There are 156 of these contingencies where we could not reasonably eliminate the 
possibility of widespread unplanned or uncontrolled outages. 

0 54 bus faults or breaker failure conditions that cause significant study criteria exceptions 
in the base case. There are 12 of these contingencies where we could not reasonably 
eliminate the possibility of widespread unplanned or uncontrolled outages. 

Areas of the Kentucky system were identified where Category C contingencies will result in 
significant load loss. This is allowed under the NERC guidelines, provided the loss of load is in 
a planned and controlled manner. At this time, we do not believe all of these conditions have 
been studied by the utilities, nor do we believe that there are mechanisms (protective relays or 
operator actions) in place in all cases to cause the load shedding in a planned or controlled 
manner. An assessment of the scope or depth of the problem is well beyond the level of detail 
that can realistically be expected from a state-wide screening study such as this. Utilities have 
detailed operating procedures, a few of which were discussed and many more that were not 
discussed during the course of this study. Some detailed operating procedures require their own 
stand-alone studies to properly and h l ly  analyze. In defense of the utilities, we expect that the 
design and implementation of such load-shedding schemes and operating procedures may not be 
easily achieved. However, one of the recommendations from the Task Force reviewing the 
August 14 blackout was for the utilities to make greater use of undervoltage load shedding. 

22 “Significant” means flows 105% over the emergency rating or voltages less than 90% for this study. 

M :WROJ\KypscV67005\ReportU(Y_Summary(Rev5).doc 19 Commonwealth Associates, Jnc. 



5.3 Conclusion 3 - System Vulnerability to Transfer Conditions 

The study found that the Kentucky grid is vulnerable to unplanned and uncontrolled outages as a 
result of Category B (single) and Category C (multiple) contingencies when operating with either 
a north-to-south transfer or a south-to-north transfer of 6,000 MW. The raw results include: 

e 3,154 pairs of facility outages (NERC Category C) that cause significant criteria 
exceptions in the north-to-south case. There are 451 of these contingencies where we 
could not reasonably eliminate the, possibility of widespread unplanned or uncontrolled 
outages. 

e 1,979 pairs of facility outages (NERC Category C) that cause significant criteria 
exceptions in the south-to-north case. There are 326 of these contingencies where we 
could not reasonably eliminate the possibility of widespread unplanned or uncontrolled 
outages. 

e 9 Category B contingencies that cannot be excluded as reasonable causes for unplanned 
and uncontrolled outages. 

e Normal case overloads that cause criteria violations. 

These results imply that the grid is more than twice23 as vulnerable to widespread outages during 
a transfer across Kentucky than it is under base case or “normal” conditions. 

Detailed analysis of these events found numerous south-to-north case and north-to-south case 
contingency exceptions where we could not reasonably eliminate the possibility of unplanned 
and uncontrolled outages. We were sufficiently concerned about the validity of these results that 
we closely questioned the utility participants. They validated our assumptions and provided 
information that one facility we were concerned with was the subject of Transmission Load 
Relief (TLR) procedures for over 400 hours24 during a two-year period. This same facility 
caused the initiation of an operating procedure to eliminate the problem at least 229 times25 over 
a little more than a four-year time period. 

The problems identified in the transfer analysis lead us to conclude that the Kentucky 
transmission system is not designed for 6000 MW transfers. Operations at these transfer levels 
result in elevated levels of grid vulnerability. To the extent that these conditions are not normal 
conditions,26 system performance under these transfer conditions may be beyond utilityhdustry 
planning criteria. These scenarios were considered in this study in an effort to identify the 
operating edges of the system, and thus, may not be considered planning criteria violations. 

23 This is a rough estimate based on the ratio of the contingencies in the base case where the possibility of 
widespread outages could not be excluded to the same figure in the two transfer cases. For the south-north transfer 
case the ratio is 2.6 and for the north-south case the ratio is 4.3. 
24 MTEP-03, Midwest IS0 Transmission Expansion Plan 2003, Report Approved by the Midwest IS0 Board of 
Directors, June 19,2003, Figure 6.1-4 

’’ There was extensive discussion of the frequency of transfers at the level modeled. It was noted that the industry is 
aware of the problems and that the frequency of these transfers may be declining. 

Data provided by EKPC 25 
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5.4 Concluding Observations 

The following general concluding observations are provided from the initial power flow 
modeling, testing of Category B contingencies, and Category C contingency testing. These 
observations do not provide a basis sufficient to suggest or preclude a vulnerability to 
widespread outages, but they do provide a background for the main conclusions and contribute to 
the way we evaluated the criteria exceptions that form the basis for our conclusion. 

5.4.1 Reactive Power Modeling 

In the power flow model provided, the reactive capabilities of some of the generating 
plants were overstated by the amount of step-up transformer losses. Transmission studies 
by the utilities or their neighbors could be misleading. Sometimes even good models tend 
to be optimistic about the amount of reactive power that can be supplied by generating 
plants. We corrected any found deficiencies in the models prior to proceeding with our 
study. It should be noted, however, that correcting these deficiencies did not seem to 
substantially change the results of the Category B testing. We believe that the reactive 
capability limits are more important for assessing the impact of Category C 
contingencies. The utilities are addressing this by using explicit models of step-up 
transformers in power flow models. 

5.4.2 Transmission Facility Ratings Accuracy 

When queried about single contingency violations in the base case, some utilities 
reported that the ratings in the model were incorrect. It is important that utilities 
accurately assess the capabilities of their facilities and that these true capabilities are 
included in planning and operating power flow models. 

5.4.3 Power Flow Model Detail 

At the onset of this project, a power flow case was constructed to be the basis of the 
study. The case was modified from regional models to include detailed models of some 
of the lower-voltage portions of the network in Kentucky. Some of the utilities included 
lower-voltage detailed models, while others included their usual equivalent model. For 
severe outages, equivalents may not respond accurately. In this study there were 
scenarios where we might have been able to eliminate the possibility of unplanned or 
uncontrolled outages had detailed models been used. When queried, the utilities did not 
share our concern. The utilities use detailed power flow models of their systems for their 
internal studies and will request detailed models of neighboring utilities if they feel the 
detailed model has a significant effect on the results. Because querying neighboring 
utilities requires extra effort and because the underlying effects may not always be 
readily apparent, this makes it difficult to correctly analyze the more severe events (ie., 
may require querying utility engineers for their input) and potentially decreases 
neighboring utilities’ awareness of possible problems. While a limited model may have 
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been desirable or necessary when computing power was more limited, more detailed 
models can now be exchanged without penalty. 

5.4.4 Electronic Definitions of Operating Procedures for Criteria Exceptions 

We believe that contingency definitions need to better reflect known operating 
procedures. We adopted common and prudent study practices and conducted the initial 
contingency screening without the implementation of any established operating 
procedures so that the need for thase established operating procedures could be clearly 
highlighted. To do otherwise would only mask the underlying problems for which those 
operating procedures were established. However, upon initiation of this study, we 
requested contingency lists and operating procedures so that these could be readily 
applied to criteria exceptions that we found. During the initial round of single 
contingency testing of the system, we identified numerous criteria violations where an 
operating procedure had not been provided. After these were reported to the utilities, 
additional operating procedures were identified. It is important that planning and 
operations and neighboring utilities have accurate, up-to-date operating procedures that 
can be applied to studies and real-time operations. Based on the fact that some of these , 

procedures were identified after the fact, we question whether the utilities are as up-to- 
date with these procedures as they might be. 

5.4.5 Adequacy of Schematic Information 

For the base case we reviewed bus section and breaker failure contingencies. Utilities 
typically do not have these contingencies pre-defined; as such, these have to be 
developed by analysis of the utilities’ switching diagrams. Switching diagrams are 
required to be filed annually with FERC (Form 715). We typically ask for this 
information when we initiate a study. The FERC 7 15 schematic and mapping information 
was sought from the Kentucky utilities. This request provided information that we needed 
to complete the study and helped to assess the adequacy and completeness of the 
information available to planners and operators. 

Although our observation here is purely anecdotal and certainly doesn’t rise to the level 
of a major concern, we do feel that it is worth the status of an observation. One of the 
operating diagrams that was initially provided to us did not include information on 
certain substations, some of which had violations occur for single contingencies, since by 
design it only included EHV stations and major non-EHV generating stations. Upon our 
request, the utility was able to provide the detailed operating diagrams that included 
information on all transmission stations for all voltage classes in the area of interest, 
including those with the desired switching information. The utility indicated that although 
a complete set of detailed operating diagrams are included in their FERC Form 7 15 filing 
with FERC, only those diagrams of interest to this study were provided to CAI. In 
another case a diagram we were provided had an out-dated representation of the 
switching. No matter how rapidly such drawings might be provided once a problem has 
been identified, operators and planners cannot be expected to be able to retrieve drawings 
from engineering in the event of an emergency. Without relevant information on the 
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diagrams, other parties, such as neighboring operators and regulators that have access to 
this kind of Critical Energy Infrastructure Information, are also lacking information. Our 
main purpose in making this observation is to emphasize the importance of well designed 
graphical representations and note that the techniques and procedures necessary to ensure 
the accuracy of these important graphical representations is an area that would benefit 
from research. 

5.5 Further Consideration 

In addition to seeking resolution of the issues that have been identified in the study, there are 
four items that the Commission may want to consider firther. The studies described below 
would be an aggressive attempt to limit the probability that the Commonwealth of Kentucky will 
be subject to a widespread area blackout. 

5.5.1 ProbabiIity of Initiation versus Probability of Cascading 

As we have indicated throughout the report, this study uses traditional methods to 
evaluate the vulnerability of the Kentucky electric transmission system to cascading 
outages. We have demonstrated qualitatively that there are contingencies that will result 
in unplanned, but for the most part limited, cascading outages due to failure of 
transmission facilities. However, we have not provided any quantitative measure of the 
risk. While there has been much research involving applying probabilistic methods to the 
analysis of power system reliability, it has been only sporadically applied to production 
studies. These methods have also almost never been applied to determining the 
probability of a widespread area blackout. However, we believe a quantitative estimate of 
the probability of such an event can be developed.27 

27 Two components make up the probability that an individual event will result in a cascading failure. First is the 
probability that an initiating event occurs. For example, for a single contingency we are simply looking at the 
probability that a given transmission line is out. This is a rather simple concept that can be assigned a quantitative 
value. Using historical data to assign probabilities to different types of outages, the outage probability can be 
computed as: 

Outage frequency x Outage duration = Probability of Outage 

Second is the probability that an event will cascade if the initiating event occurs. The bulk of this study focuses at 
least qualitatively on this probability. Any event that causes a criteria violation has an associated probability that it 
will cascade. The probability of a cascading event is, therefore, just the conditional probability that there will be a 
cascading outage given the probability of the initiating event or: 

Probability of Cascading Event = Probability of Initiating Event x Probability of Event Cascade 

If the probability of an initiating event can be determined and the probability that an event cascades can be assigned, 
the probability of a blackout scenario can be computed by summing over all such events. 

Note that the computation strategy is achievable. If we assume that the probability of an event cascade is negligible 
for any event that does not violate the criteria, it is only necessary to compute the probabilities of the initiating 
events that cause violations. Additionally, if we care to look further, assigning probabilities to events should allow a 
better ranking with respect to event likelihood. While the traditional categories provide a good guideline, the real 
world probability of a double generator event with a long line out may be higher than the probability that a single 
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5.5.2 Protective Device Settings (Evaluation of Zone 3 Relays) 

In its requirements of February 10, 2004, NERC directed all transmission owners to 
evaluate the settings of Zone 3 relays on all transmission lines of 230 kV and higher. In 
its final report, the Canadiadherican Task Force recommended “that NERC broaden 
the review to include operationally significant 115 kV and 138 kV lines, e.g., lines that 
are part of monitored flowgates or interfaces.” It also recommended that “transmission 
owners should also look for Zone 2 relays set to operate like Zone 3s.”*’ 

For several reasons, this recommendation should be followed for the systems operating in 
Kentucky: 

0 The Kentucky grid includes a large number of 161 kV and lower-voltage lines 
that likely have this kind of protection. 

0 If lines trip for Zone 3 settings before they reach the rating used in the power flow 
case we examined, the potential for outage will be increased. 

0 This study identified a significant number of voltage change or low-voltage 
criteria violations. Low voltages exacerbate the likelihood that Zone 3 will 
operate incorrectly. 

The utilities have reported that they are reviewing these protective device settings. 

5.5.3 Trans fer  Mechanisms 

The underlying reasons for over-scheduling transfers across Kentucky should be 
identified. Once they have been identified, an assessment of the benefits of designing the 

short line has an outage. Currently, we would classify the first event as a Category D, while the later event would be 
Category B. Directly considering event probabilities would allow the ranlungs to be directly addressed. 

Similar to hydrology’s 100-year flood that occurs once every ten years, or more often, or less, it will be necessary to 
carehlly interpret the resulting probability. While it might be nice if the computed number matched the actual 
occurrences, it is more likely that the resulting quantitative probability will be most useful for comparisons. For 
example, it is most likely to be useful in comparing year-to-year improvements or one plan verses another, rather 
than to predict the absolute likelihood of blackouts. To hrther understand the difficulty associated with computing 
an accurate absolute probability, consider that the probabilities currently used and the planning and physical 
facilities that spawn from them are based on human error, weather, or other non-intentioned events. Terrorists, on 
the other hand, do have intentions and information about the systems they seek to disrupt. In this case, high impact 
events still take precedence, but are coupled with lower-probability initiating events. If you wished to estimate the 
increased vulnerability because of organized threats, starting with the ECAR extreme contingency types would 
initiate the study. The study might then be extended to include random combinations of dependent contingencies 
(but independent facilities). A contingency dependency screening method like that used in this study could be used 
to limit the number of contingencies studied (i.e., all combinations of three, then four, then . . ., then n facilities are 
studied) as schedule and budget permit. ’’ U.S.-Canada Power System Outage Task Force, Final Report on the August 14, 2003 Blackout in the United 
States and Canada: Causes and Recommendations, April 2004, page 158, Recommendation 2 1 

M:WROJ\KypscV67005\ReportKY~Summary( RevS).doc 24 Commonwenlth Associares. Inc. 



system to accommodate the transfers can be made. We note that NERC and the industry 
are aware of at least one significant reason which is due to response factors of facilities 
that are below the current threshold of granting transmission service.29 

5.5.4 Periodic Review and Analysis 

If only to facilitate communication between the Commission and the utilities, this study 
should be repeated periodically. In addition, an assessment of the cost and benefits of 
creating a transmission system that minimizes grid-wide vulnerability should be made. 
An estimate of the cost to minimize the vulnerabilities, while not trivial, is reasonably 
obtainable. Although the cost of grid outages, such as the one that occurred on August 14, 
2003, is more difficult to obtain and somewhat subjective, it is achievable. Comparing 
these two relative costs would provide firm direction for Kentucky ratemaking policy. 

29 MIS0 uses a 5 percent cutoff for the Power Transfer Distribution Factor (PTDF) response factor and 3 percent for 
the Outage Transfer Distribution Factor (OTDF) response factor. A response factor, particularly a PDTF, might 
result in a flow change of more than the line rating but less than the PTDF cutoff. 
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